
BACKUP FOR ACTIVE DIRECTORY

YOUR DATA IS YOUR RESPONSIBILITY. 
Under Microsoft’s shared responsibility model there are gaps and potential exposures. Most 
companies need to extend Microsoft’s provided SLAs to meet internal or regulatory data 
sovereignty or retention requirements. 

There’s no native Microsoft backup solution for Azure Active Directory (AD) - the identification layer 
that interacts with Microsoft 365, most enterprise application registrations, and conditional access 
policies. In hybrid organisations, Azure AD, cloud-only groups, roles, or user accounts are not 
covered by an on-premises backup solution.

You need a dedicated backup solution to extend your organisation’s ability to recover objects and 
mitigate risk to ensure business continuity. By adopting AvePoint Cloud Backup, you gain cover for 
the most comprehensive set of workloads in Azure with automatic backups up to four times daily, 
allowing you to choose what to protect, where data’s stored, and how to recover content. 

GROW SAVE INNOVATE PROTECT

CLOUD BACKUP FOR MICROSOFT AZURE WORKLOADS

COMPREHENSIVE 
BACKUP

An unlimited backup 
service for your Azure 
VMs, Azure AD, and 
Azure Storage. 

Recover quickly with 
time-or object-based 
restores. Easily 
compare backup files.

Automatic backups 
up to four times a day. 
Retain 100% of your 
data for as long as you 
need. 

Choose to securely 
store your data in 
AvePoint’s scalable 
Azure Storage or your 
private cloud. 

RECOVER FAST, 
MINS NOT DAYS

WORRY-FREE 
BACKUP

BACKUP ON YOUR 
TERMS

WHY AVEPOINT FOR CLOUD BACKUPS?

As teams continue to adopt modern working practices, the productivity 
tools and processes may potentially introduce vulnerabilities. Mitigate 
these risks by protecting users and business-critical applications by 
incorporating Azure Backup into your disaster recovery plan.

INCORPORATE INTO YOUR DISASTER RECOVERY PLAN.



COMPREHENSIVE BACKUP

•	 Near-zero configuration for daily backup plans and 
target protection is up to 4 backups per day (or 
every 6 hours). 

•	 Protect business critical applications, Azure 
Active Directory, Azure Virtual Machines and 
Azure Blobs/Files Storage.

•	 Built-in business rules and filters enable you to 
quickly choose which content you want to backup.

•	 Store backups in AvePoint’s scalable Azure 
Storage with minimal configuration, or in your own 
cloud.

•	 View information about protected Azure AD, scale 
or the VMs and storage in or out of protection, 
as well as the used space in total and in each 
storage profile.

•	 Central command dashboard that summarises 
backup and restore details of latest jobs, backup 
scopes, and frequency.

•	 On-demand, granular recovery of Azure Active 
Directory, Azure Virtual Machines and Azure 
Blobs/Files Storage.

•	 Choose to restore the backup data to the original 
or an alternative location via the Export feature.

•	 Recover quickly with time- or object-based 
restores.

•	 Specify the protected VMs and confirm settings 
for each backup scope.

GRANULAR RESTORE

WHAT’S INCLUDED IN AVEPOINT’S SOLUTION?

Data is the DNA of any business, and at CSI we make it our mission to protect and recover it at any cost.

We understand the major risks associated with failed backups and recoveries, data retention and 
compliance and address the toughest challenges to ensure your business operations run smoothly and 
remains confident with its data.

Get in touch today with our team to discuss your data backup and migration requirements and find out how 
we can support your business goals by working with leading technology partners.
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